Chapter 8 Solutions
1. Number of get-request and responses sent per minute = 20,000
Load on the NMS LAN = (20,000*1000*8)/60 = 2.7 Mbps

2. (a) Each RMON monitors the heartbeat of its own nodes by polling the stations every minute.  Whenever an RMON detects a failure, it sends a trap to the NMS.
(b) Load on each subnet due to monitoring of RMON = (2,000*1000*8)/60 = 267 kbps
(c) Each RMON sends a trap indicating the failure to the NMS once every minute.  Thus, the NMS receives 10 frames every minute.
Load on the NMS LAN = (10*1000*8)/60 = 1.33 kbps

3. (a) The larger the frame size (compared to the propagation time on the LAN), the better is the utilization on an Ethernet LAN.  This is due to decrease in the collision rate.
(b) RMON1 Statistics Group has six objects that measure packet size of 64 (etherStatsPkts64Octets), 65-127 (etherStatsPkts65to127Octets), 128-255 (etherStatsPkts127to255Octets), 256-511 (etherStatsPkts256to511Octets), 512-1023 (etherStatsPkts512to1023Octets), and 1024-1518 (etherStatsPkts1024to1518Octets) bytes.  These counters will be read every second and the difference between consecutive readings of each will give the distribution of packet size.

4. (a) The two methods of collision measurements are using 802.3 MIB and RMON1 Statistics Group.
(b) 802.3 MIB provides the following parameters:
 

dot3StatsSingleCollisionFrames
Number of frames successfully transmitted after single collision

dot3StatsMultipleCollisionFrames
Number of frames successfully transmitted after more than one collision

dot3StatsexcessiveCollisions
Number of frames failed to be transmitted to excessive collisions

RMON MIB Statistics Group has etherStatsCollisions that gives the best estimate on the total number of collisions.

5. (a) The time taken by the token to travel from one station to the next is the idle time of the ring.  The ring with small frames spends more time passing the token relative to the time spent on sending data frames.  The Token Ring with large frames spends more time sending data frames.
(b) The Token Ring Promiscuous group contains data on the sizes of the frame. It can be used to verify the suspicion.

6. The distribution statistics on the size and type of packets is obtained using the Token Ring Promiscuous group.  There are MIB objects in the Promiscuous group that monitors the total non-MAC data packets, the number of broadcast packets, and the number of multicast packets.
There are counts of nine packet sizes of the following range of octets: 18-63, 64-127, 128-255, 256-511, 512-1023, 1024-2047, 2048-4095, 4096-8191, 8192-18000, and greater than 18000.

7. (a)
 




Figure for Exercise 7
(b) protocolDistStatsPkts.1.11 = 1000
 
protocolDistStatsPkts.2.12 = 100
 
protocolDistStatsOctets.1.11 = 1500000

 
protocolDistStatsOctets.2.12 = 6400
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