Student 1 :
Explain why OpenID offer users greater convenience and security than the current system
Most web users struggle to remember the multiple username and password combinations required to sign in to each of their favorite websites, and the password recovery process can be tedious. But using the same password at each of your favorite websites poses a security risk. With OpenID, you can use a single, existing account (from providers like Google, Yahoo, AOL or your own blog) to sign in to thousands of websites without ever needing to create another username and password. OpenID is the safer and easier method to joining new sites 
What are the possible drawbacks of the OpenID system?
 The possible drawbacks of the OpenID system are it removes the necessity for computer illiterate to learn more, advertisers can easily track customers, and it decreased the traffic for smaller businesses.
 
Would you consider using an identity provider to access content on the Web? Why or why not?
Yes , because its time saving and spare user from performing long process of data entry.
 
Visit MyVidoop’s site and view its privacy policy (https://myvidoop.com/help/ privacy). Does this policy satisfy you? What problems do you have with it?
The provided link doesn’t work !!!
Why might online business be excited about the advent of the OpenID system?
Its easier, save time and spare users from having to go through all the authentication process.
What are your thoughts on balancing security with ease of access. Why or why not is PayPal justified in freezing clients funds?
paypal uses efficient strategy that keeps sensitive information from being transferred across unsafe communication, this is just what online stakeholder needs , simple e-mail can be the mean of closing the deal . unfortunate users whose activities might be rejected by the system for security matters comprise small portion , although it's annoying to have your account frozen but this measure was made to protect you from the constant hackers attacks .



Student 2 :
Explain why OpenID offer users greater convenience and security than the current system
 
OpenID offers users greater convenience and security more than the current system because by using the current system, convenience and security are considered as problems.   Different sites have a different ID for the same user and,   because most of these sites are not prepared to focus on security.   It's convenient because with the OpenID by allowing the user to login in different sites with the same ID in all of them, without registering in each site independently. Identity providers, like My Vidoop on the video, give the user the full control of his identity, so that he can also choose which ID provider he wants to use basing his decision on liability factors.   As far as security goes, the ID provider is safer for the user because he only needs to trust one site with his login secrets. 
 What are the possible drawbacks of the OpenID system?
The possible drawbacks of the OpenID system are it removes the necessity for computer illiterate to learn more, advertisers can easily track customers, and it decreased the traffic for smaller businesses
 Would you consider using an identity provider to access content on the Web? Why or why not?
Yes, I would consider identity provider to access content on the web because I only have to log in once. Continuously logging into a computer that only I use gets annoying after a while. I only have to use one password. I hate having to write them all down so this would be convenient for me. 
 
 Visit MyVidoop’s site and view its privacy policy (https://myvidoop.com/help/ privacy). Does this policy satisfy you? What problems do you have with it, if any ?
The privacy was satisfy


Student 3 :
Part1
1. Explain why OpenID offer users greater convenience and security than the current system

OpenID offers users greater convenience and security more than the current system because by using the current system, convenience and security are considered as problems.   Different sites have a different ID for the same user and,   because most of these sites are not prepared to focus on security.   It's convenient because with the OpenID by allowing the user to login in different sites with the same ID in all of them, without registering in each site independently. Identity providers, like My Vidoop on the video, give the user the full control of his identity, so that he can also choose which ID provider he wants to use basing his decision on liability factors.   As far as security goes, the ID provider is safer for the user because he only needs to trust one site with his login secrets
 
1. What are the possible drawbacks of the OpenID system?
 
The possible drawbacks of the OpenID system are it removes the necessity for computer illiterate to learn more, advertisers can easily track customers, and it decreased the traffic for smaller businesses.
 
1. Would you consider using an identity provider to access content on the Web? Why or why not?
yes, I would consider identity provider to access content on the web because I only have to log in             once. Continuously logging into a computer that only I use gets annoying after a while. I only have to use one    password. I hate having to write them all down so this would be convenient for me.
 
1. Visit MyVidoop’s site and view its privacy policy (https://myvidoop.com/help/ privacy). Does this policy satisfy you? What problems do you have with it, if
OMIT the privacy policy of MyVidoop satisfies me
1. Why might online business be excited about the advent of the OpenID system?
Because it is more convenient only having to log in once and gain all access and it's more secure because the users do not have to worry about jeopardizing their information
Part 2
· What are your thoughts on balancing security with ease of access? Why or why not PayPal is justified in freezing clients funds?
 
My thought is Access to the portal needed to be as simple as clicking a link and entering a user name and password. Given those requirements, we proposed a couple of solutions that basically consisted of an ISA server or device outside the firewall that would provide a security layer (SSL) and a reverse proxy that would route inbound traffic to the server hosting the portal.
Because To get access to their money, users are often asked to provide the kind of documentation that a product seller would have, like several months' worth of sales records. But if you're running a fundraiser or selling tickets to an upcoming conference, you don't have that paperwork.







Student 4 :
1. Explain why OpenID offer users greater convenience and security than the current system
because most of these sites are not prepared to focus on security. It's convenient because with the OpenID by allowing the user to login in different sites with the same ID in all of them, without registering in each site independently. Identity providers, like My Vidoop on the video, give the user the full control of his identity, so that he can also choose which ID provider he wants to use basing his decision on liability factors. As far as security goes, the ID provider is safer for the user because he only needs to trust one site with his login secrets.
2. What are the possible drawbacks of the OpenID system?
The possible drawbacks of the OpenID system are it removes the necessity for computer illiterate to learn more, advertisers can easily track customers, and it decreased the traffic for smaller businesses.
3. Would you consider using an identity provider to access content on the Web? Why or why not?
I would consider identity provider to access content on the web because I only have to log in once.
4. Visit my Vidoop's site and view it's privacy policy. Does this policy satisfy you? What problems do you have with it, if any?
So, with MyVidoop, I can save user information and passwords for all of the sites I visit, including blogs.  If I want to comment on a blog, my email and website are automatically entered for me (I do still have to enter a display name).  If I want to log in to my bank?  It’s there.  Hotmail?  Yup.  I can have 100 different passwords and not have to remember them all.  And it works for any website, regardless of whether they accept OpenID.
And to secure all of this information, all I have to do is push a couple of buttons to log out of MyVidoop.  After that, anyone who wants my passwords has to be able to log in to my MyVidoop account.
5. Why might online business be excited about the advent of the OpenID system?
because it is more convenient only having to log in once and gain all access and it's more secure because the users do not have to worry about jeopardizing their information
·  Part 2
· Limit Your Account and Freeze Your Funds Because:
· You received too much money into your account (this can be any amount that is not in proportion to what you normally received during the average history of your account).
· You transferred too much money out of your account ($2,000 US is the rumored amount that triggers the fraud system).
· You called customer service at PayPal and made somebody angry (there are documented cases of irate customers calling PayPal only to find out their accounts were limited moments after the phone call was made).
· PayPal has reason to believe you have more than the allowed two PayPal accounts (One Personal Account/One Premier Account).Somebody filed a complaint with PayPal about you (a buyer or a seller or an interested third party).
· vvvVvhttp://www.technoearthmama.com/tag/myvidoop/
· http://www.screw-paypal.com/resources/paypal_magic/limited_accounts.html
https://you.38degrees.org.uk/petitions/paypal-freezes-clients-funds-for-months
(2011, 03). Open Id. StudyMode.com. Retrieved 03, 2011, from http://www.studymode.com/essays/Open-Id-632514.html


Student 5 :
Part one:
 
q1. Explain why OpenID offer users greater convenience and security than the current system

OpenID offers users greater convenience and security more than the current system because by using the current system, convenience and security are considered as problems.   Different sites have a different ID for the same user and,   because most of these sites are not prepared to focus on security.   It's convenient because with the OpenID by allowing the user to login in different sites with the same ID in all of them, without registering in each site independently. Identity providers, like My Vidoop on the video, give the user the full control of his identity, so that he can also choose which ID provider he wants to use basing his decision on liability factors. As far as security goes, the ID provider is safer for the user because he only needs to trust one site with his login secrets. 
 
q2. What are the possible drawbacks of the OpenID system?

The possible drawbacks of the OpenID system are it removes the necessity for computer illiterate to learn more, advertisers can easily track customers, and it decreased the traffic for smaller businesses. 
 
 
q3. Would you consider using an identity provider to access content on the Web? Why or why not?

Yes, I would consider identity provider to access content on the web because I only have to log in once. Continuously logging into a computer that only I use gets annoying after a while. I only have to use one password. I hate having to write them all down so this would be convenient for me. 
 
q4.Visit MyVidoop’s site and view its privacy policy (https://myvidoop.com/help/privacy). Does this policy satisfy you? What problems do you have with it, if any?
 
First of all, MyVidoop is an OpenID provider. Sign up for a MyVidoop username and your OpenID username ishttp://username.myvidoop.com. For sites that take OpenID logins, you’re all set.
it is Satisfactory in terms of security and privacy, but some browser not SUPPORTS this kind of openid.
 
q5. Why might online businesses be excited about the advent of the OpenID system?
 
Because it is more convenient only have to log in once in any website  and retrieve all access. And because it is more secure. Users can control their identity and they only need to trust one site, namely the identity provider they choose to work with
 
 
 
Part tow:
 
 
What are your thoughts on balancing security with ease of access? Why or why not PayPal is justified in freezing clients funds?
 
Most people in the internet believe that balancing security and access is a zero-sum game.
 
The company routinely freezes funds for 21 days if it thinks there's a fraud risk, and its terms give it the right to extend the freeze for up to 180 days. To get access to their money, users are often asked to provide the kind of documentation that a product seller would have, like several months' worth of sales records. But if you're running a fundraiser or selling tickets to an upcoming conference, you don't have that paperwork.
 
Even for those with extensive paper trails, the appeals process can take months to resolve. The Web is filled with enraged blog posts, websites like paypalsucks.com, and a Tumblr called "Conferences Burned by PayPal."
Nayar( PayPal's senior director of communications.), said the company can't comment on specific cases.
"We've made a commitment to be clearer with consumers on how they can get out of these situations," he said.
"We are committed to getting back to being the center of our customers' financial lives," PayPal's Nayar pledged. "Big changes are coming."


Student 6 :
Part1
1. Explain why OpenID offers users greater convenience and security than the current system.
By using the current system, convenience and security are considered as problems, because the different sites have a different ID for the same user and also because most of this sites are not prepared to focus on security. Getting to a web page using an Open ID, which is a users centric technology, solves this problem, because it is an identity provider and allows the user to have one single ID for all the websites they want to visit and also to control their own IDs. The “convenience” problem is solved with the Open ID by allowing the user to login in different sites with the same ID in all of them, without registering in each site independently. Identity providers, like My Vidoop on the video, give the user the full control of his identity; so that he can also choose which ID provider he wants to use basing his decision on liability factors. Furthermore, the user of an ID provider can became his own identity provider after a while. In terms of security, the ID provider is safer for the user because he only needs to trust one site with his login secrets, and as we said, is the user who chooses it when is not himself.
 
                                                    --------------------------------------------------------
 
2. What are the possible drawbacks of the OpenID system?
The possible drawbacks of the OpenID system are it removes the necessity for computer illiterate to learn more, advertisers can easily track customers, and it decreased the traffic for smaller businesses.
 
                                                -------------------------------------------------------
 
3. Would you consider using an identity provider to access content on the Web? Why or why not?
Yes, I would consider identity provider to access content on the web because I only have to log in once. Continuously logging into a computer that only I use gets annoying after a while. I only have to use one password. I hate having to write them all down so this would be convenient for me
 
                                                          ------------------------------------------------------
 
4. Visit MyVidoop’s site and view its privacy policy (https://myvidoop.com/help/ privacy). Does this policy satisfy you? What problems do you have with it, if any?
The privacy policy of MyVidoop satisfies me. And I found it helpful. 
 
                                                        -------------------------------------------------------
 
5. Why might online businesses be excited about the advent of the OpenID system?
Online business might be excited about the advent of the OpenID system because it is more convenient only having to log in once and gain all access and it's more secure because the users do not have to worry about jeopardizing their information.
 
                                                       -------------------------------------------------------
 
Part2
What are your thoughts on balancing security with ease of access. Why or why not is PayPal justified in freezing clients funds?
The organization needs to ensure that its digital assets are safe and secure, but, at the same time, an OAIS-compliant trusted digital repository must enable the identification and delivery of digital objects to users. This balancing act between security and ease of access is difficult to maintain.
 
PayPal will not justified because of what happened to Brook Drumm, an entrepreneur who sells 3-D printers. After running a successful Kickstarter campaign, he launched an online store to sell his Printrbot machines. More than $100,000 rolled in.
"PayPal freaked out and froze our funds," Drumm said. "They needed references and bank statements and tax records. This went on for months. And even with all that paperwork, they still ended up holding $50,000.
 
                                                         --------------------------------------------------------
 
Reference:
http://www.studymode.com/essays/Open-Id-632514.html
 
http://www.termpaperwarehouse.com/essay-on/Case-7/205422
 
http://www.dpworkshop.org/dpm-eng/challenges/security.html
 
http://money.cnn.com/2013/01/21/technology/paypal-frozen-funds/index.html?section=money_news_international
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paypal
COLLAPSE
Top of Form
what are your thoughts on balancing security with ease of access? why or why not is paypal justified in freezing client funds?
In the E-business world there are a lot of good feature but we also have a lot of trouble yes it makes the life easier and faster but yet there is some problems we should solve
when the customer buys online it must be security and a clear access , these information have to be protected and secure to make the customer feel comfortable baying from
this site so the secueity is very importent factor , in the other hand, the ease of access and percheasing must be there too , these two factors areimportent to be balanced 
and avalible in every site.
the freeazing funds i think is to ensure the payment process is in the right way and to the right place but as the article said it needs someimprovment to make it faster and easier.
-
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paypal system
COLLAPSE
Top of Form
part one:
1. Explain why OpenID offers users greater convenience and security than thecurrent system.?
it is because the user in this case has fewer steps to do because the relying wesite take their identifying information from the identity provider.it is more secure because it gives the relying website only the information that the user wants.

2. What are the possible drawbacks of the OpenID system?
drawbacks might be related to privacy issues with some users when they connects to some websites.

3. Would you consider using an identity provider to access content on the Web?
Why or why not?for me, yes usually, and it depends on the website.

5. Why might online businesses be excited about the advent of the OpenIDsystem?
maybe because it reduces the effort on the user, and make it easier and faster to them to sign up or join the website. 


part two:
What are your thoughts on balancing security with ease of access. Why or why not is PayPal justified in freezing clients funds?
it is important that the systems balancing between ease of use and security issues. and in my opinion, if the system is easy to use it doesn't mean that it is secure enough or not, and vice versa. But, at the same time, it is really amazing if the system is great secured for the user and also easy to use.  
freezing accounts in Paypal is good and necessary to keep users of the system safe and prevent bad users from doing illegal operations. although it is still need developments, but it is really beneficial. 
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Top of Form
Balancing security with ease of access is very important, the system should be private, and has a great amount of security, and provides ease at the same time, and people can stand up if PayPal froze their account, and that will cause more trouble, instead they should get proof that transactions are made so they could decide whether to freeze the account or no.
-
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OpenID and PayPal
COLLAPSE
Top of Form
PART 1
1. Explain why OpenID offers users greater convenience and security than the current system.
The user could have a lot of different ID in many websites which make problem. With OpenID convenient because the user to have the ability login in the websites with one unique user name or ID no need to take time to register separately in every website  because the sure have the full control on his identity. The user have the choose to pick one provider that he trust that his login will be safe.
 2. What are the possible drawbacks of the OpenID system?
In my opinion the drawback is the OpenID system   is new and third party between me and the website which make to concern about the privacy and security since have to exchange my information with them.
 
3. Would you consider using an identity provider to access content on the Web? Why or why not?
Because the log in at one time and saving the time in this case  I would say yes consider using an identity provider to access content on the Web instead of log in  by writing my ID and password  on different website and every time every
4. Visit MyVidoop’s site and view its privacy policy (https://myvidoop.com/help/ privacy). Does this policy satisfy you? What problems do you have with it, if any?
Sorry I won’t be able to visit this site it said “This webpage is not available.
 
5. Why might online businesses be excited about the advent of the OpenID system?
Because it will allow them to serve their consumer in effecting way make things easier in registration another reason the business will have the opportunity with user approval to know better about their interests which simplify to make best offerings for them. The user ID information could be recover when needed throughout OpenID no need store it by business site which decrease attack surface for identity theft or lost.
 
 
 
PART 2
 
What are your thoughts on balancing security with ease of access? Why or why not PayPal is justified in freezing clients funds?
 
In my opinion it’s important and essential balancing security with ease of access important and essential
Security issue important because will allow to decide whether the website secure enough or not which site has to always  work hard to improve  the security framework of the website because in this generation the  technology is update they will find new way to break your Security.
Ease of access Depend on the security policies the more  system is secure, the more  is difficult  to access .some time they need decrease ease of access to avoid malware .Security must based on balance between locking systems to where they don’t be  helpful and  need for relative ease of access
 
PayPal
I think PayPal have the right to freezing clients funds if the suspicion about anything that might be illegal and will destroy the company reputation no need to justify their action this policy 
-
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